Keeping a network secure is an immense challenge that requires constant work and vigilance. Never before have organisations needed to provide so much access to sensitive data from remote locations. While it’s true that the modern working environment has changed, perhaps indefinitely, the need to protect the network has not, in fact it’s only become more challenging. With so many employees working remotely and on a variety of devices that connect directly to the corporate network, managing endpoints securely has become increasingly complex. Each pathway must be adequately secured to prevent breaches and the loss of critical data.

A problem-solving strategy is necessary to ensure your network remains secure, not only from data being stolen but also misused. PSN’s virtual Endpoint Protection summit offers the combined knowledge and experience of international keynotes as well as domestic experts who will guide you through their threat intelligence process and how they protect their networks.

Whether you’re a cyber professional with years of experience who can add to the conversation, or a business professional whose role is now closely aligned to cyber, this event will offer you guidance, best practices and practical advice you can take back to your team.

**WHO SHOULD ATTEND**

Chief/Director/Heads of:
- Cyber
- Governance
- Technology Officer
- Risk & Risk Management
- Data
- Operations
- Disaster Recovery
- Investigations
- Security
- Information Management
- Strategy
- Digital

**SPEAKERS**

MITCH PARKER  
CISO, Indiana University Health

DMITRI DOBROVOLSKI  
Head of Security, AAFCANS

JONATHAN WILKINS  
CISO, Ministry of Primary Industry

ANAFRID BENNET  
Information Security Manager, City West Water

ISHAN SHARMA  
Threat Prevention Security Expert, ANZ, Check Point

ALAN NIELSEN  
Senior Manager, PwC

**PARTNERS**

Gold Partner

Silver Partner

**AGENDA**

9.00am  Welcome from Public Sector Network

9.10am  Chair Opening  
Alan Nielsen, Senior Manager, PwC

9.20am  International Keynote: Understand every aspect of a system, including potential security weaknesses for better protection  
- A network protection approach that locks down every computing device within a business environment  
- Replacing complex and ineffective antivirus solutions  
Mitch Parker, CISO, Indiana University Health

9.35am  Partner Session by BlackBerry

9.50am  Government Keynote: Establishing a centralised endpoint management platform to improve visibility and simplify operations  
- Understanding what’s happening from a threat on a single endpoint to the threat level of the organization  
- Best practices to minimise efforts spent handling alerts so your personnel can quickly investigate and respond to attacks  
Dmitri Dobrovolski, Head of Security, AAFCANS

10.05am  Partner Session: Effective Endpoint Security Strategy – what do you need to know?  
Ishan Sharma, Threat Prevention Security Strategy, ANZ, Check Point

10.20am  Government Keynote: Outlining the importance of email security services  
- Tools dedicated towards preventing phishing attacks by scanning for and subsequently removing malicious emails  
- Developing a communications policy that keeps privacy and security in mind for end users  
Anafrid Bennet, Information Security Manager, City West Water

10.35am  Break

10.40am  Panel Discussion: The need for continuous behavioural monitoring and unique rollback capabilities  
- Mitigate cyber-attacks of the future, including malware and ransomware — even when encrypted  
- Communicating internally about threats and procedures to mitigate risk  
Panellist: Anafrid Bennet, Information Security Manager, City West Water  
Jonathan Wilkins, CISO, Ministry of Primary Industry

11.00am  End of session

**REASONS TO ATTEND**

- Hear from top cybersecurity professionals about current and future concerns
- Evaluate ideas and solutions that will help enable individuals and organizations to operate safely
- Enjoy an opportunity to connect to cutting-edge ideas and peers who share your interests

**AGENDA OVERVIEW**

Evaluate ideas and solutions that will help enable individuals and organizations to operate safely.

Enjoy an opportunity to connect to cutting-edge ideas and peers who share your interests.

**Sponsorship packages range from $5,000-$10,000 +GST. Contact ross@publicsectornetwork.co for more info.**